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(1) Not later than 24 hours after de-
livery by the FAA or within the time
prescribed in the Security Directive,
acknowledge receipt of the Security
Directive;

(2) Not later than 72 hours after de-
livery by the FAA or within the time
prescribed in the Security Directive,
specify the method by which the cer-
tificate holder has implemented the
measures in the Security Directive;
and

(3) Ensure that information regard-
ing the Security Directive and meas-
ures implemented in response to the
Security Directive are distributed to
specified personnel as prescribed in the
Security Directive and to other person-
nel with an operational need to know.

(c) In the event that the certificate
holder is unable to implement the
measures contained in the Security Di-
rective, the certificate holder shall
submit proposed alternative measures,
and the basis for submitting the alter-
native measures, to the Director of
Civil Aviation Security for approval.
The certificate holder shall submit pro-
posed alternative measures within the
time prescribed in the Security Direc-
tive. The certificate holder shall imple-
ment any alternative measures ap-
proved by the Director of Civil Avia-
tion Security.

(d) Each certificate holder who re-
ceives a Security Directive or Informa-
tion Circular and each person who re-
ceives information from a Security Di-
rective or Information Circular shall—

(1) Restrict the availability of the Se-
curity Directive or Information Cir-
cular and information contained in the
Security Directive or the Information
Circular to those persons with an oper-
ational need to know; and

(2) Refuse to release the Security Di-
rective or Information Circular and in-
formation regarding the Security Di-
rective or Information Circular to per-
sons other than those with an oper-
ational need to know without the prior
written consent of the Director of Civil
Aviation Security.

(Approved by the Office of Management and
Budget under control number 2120-0098)

[Doc. No. 25953, 54 FR 28984, July 10, 1989]

§108.20

§108.19 Security threats and proce-
dures.

(a) Upon receipt of a specific and
credible threat to the security of a
flight, the certificate holder shall—

(1) Immediately notify the ground
and in-flight security coordinators of
the threat, any evaluation thereof, and
any countermeasures to be applied; and

(2) Ensure that the in-flight security
coordinator notifies the flight and
cabin crewmembers of the threat, any
evaluation thereof, and any counter-
measures to be applied.

(b) Upon receipt of a bomb threat
against a specific airplane, each certifi-
cate holder shall attempt to determine
whether or not any explosive or incen-
diary is aboard the airplane involved
by doing the following:

(1) Conducting a security inspection
on the ground before the next flight or,
if the airplane is in flight, immediately
after its next landing.

(2) If the airplane is being operated
on the ground, advising the pilot in
command to immediately submit the
airplane for a security inspection.

(3) If the airplane is in flight, imme-
diately advising the pilot in command
of all pertinent information available
so that necessary emergency action
can be taken.

(c) Immediately upon receiving infor-
mation that an act or suspected act of
air piracy has been committed, the cer-
tificate holder shall notify the Admin-
istrator. If the airplane is in airspace
under other than United States juris-
diction, the certificate holder shall
also notify the appropriate authorities
of the State in whose territory the air-
plane is located and, if the airplane is
in flight, the appropriate authorities of
the State in whose territory the air-
plane is to land. Notification of the ap-
propriate air traffic controlling author-
ity is sufficient action to meet this re-
quirement.

[Doc. No. 108, 46 FR 3786, Jan. 15, 1981, as
amended by Amdt. 108-4, 51 FR 1352, Jan. 10,
1986; Amdt.108-9, 56 FR 27869, June 17, 1991]

§108.20 Use of explosives detection
systems.

When the Administrator shall require
by amendment under §108.25, each cer-
tificate holder required to conduct
screening under a security program
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